Have you been scammed?

Still waiting for something you purchased online? Or does the product you received not match
what you ordered? Then you may have fallen for a scam.

Scams are increasingly sophisticated and we all make mistakes. An online shopping scam
is when you make a purchase online unknowingly from a fake website or a fake ad on

a genuine site. The product may not really exist, may
be counterfeit or may be of inferior quality.

What to do?

. Contact your financial institution immediately if:

* your bank account has been compromised
* you notice unusual activity on your credit card
account
* you do not receive a response or you are not
satisfied with the response from
the retailer

You may be able to prevent
further theft.
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6. Make sure to keep any evidence you have 7. Share your experience with
of the theft, e.g. emails, invoices, receipts, family and friends to help
copy of the advertisement, etc. protect them.
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